The purpose of this book is to introduce the reader to arithmetic topics both ancient and modern that have been at the center of interest in applications of number theory particularly in cryptography because number theory and cryptography are fast moving fields this new edition contains substantial revisions and updated references papers presented by prominent contributors at a workshop on number theory and cryptography and the annual meeting of the Australian Mathematical Society the book introduces new techniques that imply rigorous lower bounds on the complexity of some number theoretic and cryptographic problems it also establishes certain attractive pseudorandom properties of various cryptographic primitives these methods and techniques are based on bounds of character sums and numbers of solutions of some polynomial equations over finite fields and residue rings other number theoretic techniques such as sieve methods and lattice reduction algorithms are used as well the book also contains a number of open problems and proposals for further research the emphasis is on obtaining unconditional rigorously proved statements the bright side of this approach is that the results do not depend on any assumptions or conjectures on the downside the results are much weaker than those which are widely believed to be true we obtain several lower bounds exponential in terms of \( \log p \) on the degrees and orders of \( o \) polynomials \( o \) algebraic functions \( o \) boolean functions \( o \) linear recurrence sequences coinciding with values of the discrete logarithm modulo a prime \( p \) at sufficiently many points the number of points can be as small as \( \pi/2 \) these functions are considered over the residue ring modulo \( p \) and over the residue ring modulo an arbitrary divisor \( d \) of \( p - 1 \) the case of \( d - 2 \) is of special interest since it corresponds to the representation of the rightmost bit of the discrete logarithm and defines whether the argument is a quadratic residue building on the success of the first edition an introduction to number theory with cryptography second edition increases coverage of the popular and important topic of cryptography integrating it with traditional topics in number theory the authors have written the text in an engaging style to reflect number theory's increasing popularity the book is designed to be used by sophomore junior and senior undergraduates but it is also accessible to advanced high school students and is appropriate for independent study it includes a few more advanced topics for students who wish to explore beyond the traditional curriculum features of the second edition include over 800 exercises projects and computer explorations increased coverage of cryptography including vigenere stream transposition and block ciphers along with rsa and discrete log based systems check your understanding questions for instant feedback to students new appendices on what is a proof and on matrices select basic pre rsa cryptography now placed in an earlier chapter so that the topic can be covered right after the basic material on congruences.
answers and hints for odd numbered problems about the authors jim kraft received his ph d from the university of maryland in 1987 and has published several research papers in algebraic number theory his previous teaching positions include the university of rochester st mary s college of california and ithaca college and he has also worked in communications security dr kraft currently teaches mathematics at the gilman school larry washington received his ph d from princeton university in 1974 and has published extensively in number theory including books on cryptography with wade trappe cyclotomic fields and elliptic curves dr washington is currently professor of mathematics and distinguished scholar teacher at the university of maryland number theory has a rich history for many years it was one of the purest areas of pure mathematics studied because of the intellectual fascination with properties of integers more recently it has been an area that also has important applications to subjects such as cryptography an introduction to number theory with cryptography presents number in the past dozen or so years cryptology and computational number theory have become increasingly intertwined because the primary cryptologic application of number theory is the apparent intractability of certain computations these two fields could part in the future and again go their separate ways but for now their union is continuing to bring ferment and rapid change in both subjects this book contains the proceedings of an ams short course in cryptology and computational number theory held in august 1989 during the joint mathematics meetings in boulder colorado these eight papers by six of the top experts in the field will provide readers with a thorough introduction to some of the principal advances in cryptology and computational number theory over the past fifteen years in addition to an extensive introductory article the book contains articles on primality testing discrete logarithms integer factoring knapsack cryptosystems pseudorandom number generators the theoretical underpinnings of cryptology and other number theory based cryptosystems requiring only background in elementary number theory this book is aimed at nonexperts including graduate students and advanced undergraduates in mathematics and computer science the only book to provide a unified view of the interplay between computational number theory and cryptography computational number theory and modern cryptography are two of the most important and fundamental research fields in information security in this book song y yang combines knowledge of these two critical fields providing a unified view of the relationships between computational number theory and cryptography the author takes an innovative approach presenting mathematical ideas first thereupon treating cryptography as an immediate application of the mathematical concepts the book also presents topics from number theory which are relevant for applications in public key cryptography as well as modern topics such as coding and lattice based cryptography for post quantum cryptography the author further covers the current research and applications for common cryptographic algorithms describing the mathematical problems behind these applications in a manner accessible to computer scientists and engineers makes mathematical problems accessible to computer scientists and engineers by showing their immediate application presents topics from number theory relevant for public key cryptography applications covers
modern topics such as coding and lattice based cryptography for post quantum cryptography starts with the basics then goes into applications and areas of active research geared at a global audience classroom tested in north america europe and asia incudes exercises in every chapter instructor resources available on the book s companion website computational number theory and modern cryptography is ideal for graduate and advanced undergraduate students in computer science communications engineering cryptography and mathematics computer scientists practicing cryptographers and other professionals involved in various security schemes will also find this book to be a helpful reference taking readers from elementary number theory via algorithmic to applied number theory in computer science this text introduces basic concepts results and methods before going on to discuss their applications in the design of hardware and software cryptography and security aimed at undergraduates in computing and information technology and presupposing only high school math this book will also interest mathematics students concerned with applications xxxxxxxx neuer text this is an essential introduction to number theory for computer scientists it treats three areas elementary algorithmic and applied number theory in a unified and accessible manner it introduces basic concepts and methods and discusses their applications to the design of hardware software cryptography and information security aimed at computer scientists electrical engineers and students the presentation presupposes only an understanding of high school math like its bestselling predecessor elliptic curves number theory and cryptography second edition develops the theory of elliptic curves to provide a basis for both number theoretic and cryptographic applications with additional exercises this edition offers more comprehensive coverage of the fundamental theory techniques and application number theory in science and communication is a well known introduction for non mathematicians to this fascinating and useful branch of applied mathematics it stresses intuitive understanding rather than abstract theory and highlights important concepts such as continued fractions the golden ratio quadratic residues and chinese remainders trapdoor functions pseudo primes and primitive elements their applications to problems in the real world are one of the main themes of the book this revised fifth edition is augmented by recent advances in coding theory permutations and derangements and a chapter in quantum cryptography from reviews of earlier editions i continue to find Schroeder s number theory a goldmine of valuable information it is a marvelous book in touch with the most recent applications of number theory and written with great clarity and humor philip morrison scientific american a light hearted and readable volume with a wide range of applications to which the author has been a productive contributor useful mathematics outside the formalities of theorem and proof martin gardner elliptic curves have played an increasingly important role in number theory and related fields over the last several decades most notably in areas such as cryptography factorization and the proof of Fermat s last theorem however most books on the subject assume a rather high level of mathematical sophistication and few are truly accessible to beauty is the first test there is no permanent place in the world for ugly mathematics g h hardy number theory has been considered since time immemorial to be the
very paradigm of pure some would say useless mathematics in fact the
chinese characters for mathematics are number science mathematics is the
queen of sciences and number theory is the queen of mathematics according
to carl friedrich gauss the lifelong wunderkind who hirnself enjoyed the
epithet princeps mathematicorum what could be more beautiful than a deep
satisfying relation between whole numbers one is almost tempted to call
them wholesome numbersj in fact it is hard to come up with a more
appropriate designation than their learned name the integers meaning the
untouched ones how high they rank in the realms of pure thought and
aesthetics above their lesser brethren the real and complex number whose
first names virtually exude unsavory involvement with the complex
realities of everyday life yet as we shall see in this book the theory of
integers can provide totally unexpected answers to real world problems in
fact discrete mathematics is ta king on an ever more important role if
nothing else the advent of the digital computer and digital communication
has seen to that but even earlier in physics the emergence of quantum
mechanics and discrete elementary particles put a premium on the methods
and indeed the spirit of discrete mathematics this volume contains the
refereed proceedings of the workshop on cryptography and computational
number theory ccnt 99 which has been held in singapore during the week of
november 22 26 1999 the workshop was organized by the centre for systems
security of the na tional university of singapore we gratefully
acknowledge the financial support from the singapore national science and
technology board under the grant num ber rp960668 m the idea for this
workshop grew out of the recognition of the recent rapid development in
various areas of cryptography and computational number the ory the event
followed the concept of the research programs at such well known research
institutions as the newton institute uk oberwolfach and dagstuhl germany
and luminy france accordingly there were only invited lectures at the
workshop with plenty of time for informal discussions it was hoped and
successfully achieved that the meeting would encourage and stimulate
further research in information and computer security as well as in the
design and implementation of number theoretic cryptosystems and other
related areas another goal of the meeting was to stimulate collaboration
and more active interaction between mathematicians computer scientists
practical cryptographers and engineers in academia industry and government
this book is an introduction to the algorithmic aspects of number theory
and its applications to cryptography with special emphasis on the rsa
cryptosys tem it covers many of the familiar topics of elementary number
theory all with an algorithmic twist the text also includes many
interesting historical notes at the heart of modern cryptographic
algorithms lies computational number theory whether you re encrypting or
decrypting ciphers a solid background in number theory is essential for
success written by a number theorist and practicing cryptographer
cryptanalysis of number theoretic ciphers takes you from basic number
theory to the inner workings of ciphers and protocols first the book
provides the mathematical background needed in cryptography as well as
definitions and simple examples from cryptography it includes summaries of
elementary number theory and group theory as well as common methods of
finding or constructing large random primes factoring large integers and
computing discrete logarithms next it describes a selection of cryptographic algorithms most of which use number theory finally the book presents methods of attack on the cryptographic algorithms and assesses their effectiveness for each attack method the author lists the systems it applies to and tells how they may be broken with it computational number theorists are some of the most successful cryptanalysts against public key systems cryptanalysis of number theoretic ciphers builds a solid foundation in number theory and shows you how to apply it not only when breaking ciphers but also when designing ones that are difficult to break an introduction to number theory for beginning graduate students with articles by the leading experts in the field number theory in science and communication introduces non mathematicians to the fascinating and diverse applications of number theory this best selling book stresses intuitive understanding rather than abstract theory this revised fourth edition is augmented by recent advances in primes in progressions twin primes prime triplets prime quadruplets and quintuplets factoring with elliptic curves quantum factoring golomb rulers and baroque integers from the original hard cover edition in the modern age of almost universal computer usage practically every individual in a technologically developed society has routine access to the most up to date cryptographic technology that exists the so called rsa public key cryptosystem a major component of this system is the factorization of large numbers into their primes thus an ancient number theory concept now plays a crucial role in communication among millions of people who may have little or no knowledge of even elementary mathematics hans riesel's highly successful first edition of this book has now been enlarged and updated with the goal of satisfying the needs of researchers students practitioners of cryptography and non scientific readers with a mathematical inclination it includes important advances in computational prime number theory and in factorization as well as re computed and enlarged tables accompanied by new tables reflecting current research by both the author and his coworkers and by independent researchers the book treats four fundamental problems the number of primes below a given limit the approximate number of primes the recognition of primes and the factorization of large numbers the author provides explicit algorithms and computer programs and has attempted to discuss as many of the classically important results as possible as well as the most recent discoveries the programs include are written in pascal to allow readers to translate the programs into the language of their own computers the independent structure of each chapter of the book makes it highly readable for a wide variety of mathematicians students of applied number theory and others interested in both study and research in number theory and cryptography developed from the author's popular graduate level course computational number theory presents a complete treatment of number theoretic algorithms avoiding advanced algebra this self contained text is designed for advanced undergraduate and beginning graduate students in engineering it is also suitable for researchers new to the field and practitioners of cryptography in industry requiring no prior experience with number theory or sophisticated algebraic tools the book covers many computational aspects of number theory and highlights important and interesting engineering applications it first builds the foundation of
computational number theory by covering the arithmetic of integers and polynomials at a very basic level it then discusses elliptic curves primality testing algorithms for integer factorization computing discrete logarithms and methods for sparse linear systems the text also shows how number theoretic tools are used in cryptography and cryptanalysis a dedicated chapter on the application of number theory in public key cryptography incorporates recent developments in pairing based cryptography with an emphasis on implementation issues the book uses the freely available number theory calculator gp pari to demonstrate complex arithmetic computations the text includes numerous examples and exercises throughout and omits lengthy proofs making the material accessible to students and practitioners this book covers the material from a gentle introduction to concepts in number theory building up the necessary content to understand the fundamentals of rsa cryptography it encompasses the material the author usually teaches over 10 lectures in his undergraduate discrete mathematics class the book is fantastic for i students and instructors who prefer an intuitive approach to theorem development in elementary number theory ii individuals who want to understand all the mathematics leading up to and including rsa cryptography in this volume one finds basic techniques from algebra and number theory e g congruences unique factorization domains finite fields quadratic residues primality tests continued fractions etc which in recent years have proven to be extremely useful for applications to cryptography and coding theory both cryptography and codes have crucial applications in our daily lives and they are described here while the complexity problems that arise in implementing the related numerical algorithms are also taken into due account cryptography has been developed in great detail both in its classical and more recent aspects in particular public key cryptography is extensively discussed the use of algebraic geometry specifically of elliptic curves over finite fields is illustrated and a final chapter is devoted to quantum cryptography which is the new frontier of the field coding theory is not discussed in full however a chapter sufficient for a good introduction to the subject has been devoted to linear codes each chapter ends with several complements and with an extensive list of exercises the solutions to most of which are included in the last chapter though the book contains advanced material such as cryptography on elliptic curves goppa codes using algebraic curves over finite fields and the recent aks polynomial primality test the authors objective has been to keep the exposition as self contained and elementary as possible therefore the book will be useful to students and researchers both in theoretical e g mathematicians and in applied sciences e g physicists engineers computer scientists etc seeking a friendly introduction to the important subjects treated here the book will also be useful for teachers who intend to give courses on these topics this book constitutes the refereed proceedings of the 6th international algorithmic number theory symposium ants 2004 held in burlington vt usa in june 2004 the 30 revised full papers presented together with 3 invited papers were carefully reviewed and selected for inclusion in the book among the topics addressed are zeta functions elliptic curves hyperelliptic curves gcd algorithms number field computations complexity primality testing weil and
Discrete logarithms and public key cryptosystems. Algorithmic number theory is a rapidly developing branch of number theory which in addition to its mathematical importance has substantial applications in computer science and cryptography among the algorithms used in cryptography the following are especially important algorithms for primality testing factorization algorithms for integers and for polynomials in one variable applications of the theory of elliptic curves algorithms for computation of discrete logarithms algorithms for solving linear equations over finite fields and algorithms for performing arithmetic operations on large integers the book describes the current state of these and some other algorithms it also contains extensive bibliography for this English translation. Additional references were prepared and commented on by the author. This book is almost entirely concerned with stream ciphers concentrating on a particular mathematical model for such ciphers which are called additive natural stream ciphers these ciphers use a natural sequence generator to produce a periodic keystream full definitions of these concepts are given in chapter 2. This book focuses on keystream sequences which can be analysed using number theory it turns out that a great deal of information can be deduced about the cryptographic properties of many classes of sequences by applying the terminology and theorems of number theory these connections can be explicitly made by describing three kinds of bridges between stream ciphering problems and number theory problems. A detailed summary of these ideas is given in the introductory chapter 1. Many results in the book are new and over seventy percent of these results described in this book are based on recent research results introduction to number theory is a classroom tested student friendly text that covers a diverse array of number theory topics from the ancient Euclidean algorithm for finding the greatest common divisor of two integers to recent developments such as cryptography the theory of elliptic curves and the negative solution of Hilbert’s tenth problem. This book constitutes the refereed proceedings of the 9th international algorithmic number theory symposiumANTS 2010 held in Nancy, France in July 2010. The 25 revised full papers presented together with 5 invited papers were carefully reviewed and selected for inclusion in the book. The papers are devoted to algorithmic aspects of number theory including elementary number theory, algebraic number theory, analytic number theory, geometry of numbers, algebraic geometry, finite fields, and cryptography. The theory of algebraic function fields over finite fields has its origins in number theory however after Goppa’s discovery of algebraic geometry codes around 1980 many applications of function fields were found in different areas of mathematics and information theory. This book presents survey articles on some of these new developments the topics focus on material which has not yet been presented in other books or survey articles. This textbook effectively builds a bridge from basic number theory to recent advances in applied number theory it presents the first unified account of the four major areas of application where number theory plays a fundamental role namely cryptography, coding theory, quasi Monte Carlo methods, and pseudorandom number generation allowing the authors to delineate the
manifold links and interrelations between these areas number theory which
carl friedrich gauss famously dubbed the queen of mathematics has always
been considered a very beautiful field of mathematics producing lovely
results and elegant proofs while only very few real life applications were
known in the past today number theory can be found in everyday life in
supermarket bar code scanners in our cars gps systems in online banking
etc starting with a brief introductory course on number theory in chapter
1 which makes the book more accessible for undergraduates the authors
describe the four main application areas in chapters 2 5 and offer a
glimpse of advanced results that are presented without proofs and require
more advanced mathematical skills in the last chapter they review several
further applications of number theory ranging from check digit systems to
quantum computation and the organization of raster graphics memory upper
level undergraduates graduates and researchers in the field of number
theory will find this book to be a valuable resource this collection of
articles contains the proceedings of the two international conferences on
number theory and cryptography held at the harish chandra research
institute in recent years the interest in number theory has increased due
to its applications in areas like error correcting codes and cryptography
these proceedings contain papers in various areas of number theory such as
combinatorial algebraic analytic and transcendental aspects arithmetic
algebraic geometry as well as graph theory and cryptography while some
papers do contain new results several of the papers are expository
articles that mention open questions which will be useful to young
researchers this book constitutes the refereed proceedings of the 5th
international algorithmic number theory symposium ants v held in sydney
australia in july 2002 the 34 revised full papers presented together with
5 invited papers have gone through a thorough round of reviewing selection
and revision the papers are organized in topical sections on number theory
arithmetic geometry elliptic curves and cm point counting cryptography
function fields discrete logarithms and factoring groebner bases and
complexity beauty is the first test there is no permanent place in the
world for ugly mathematics g h hardy number theory has been considered
since time immemorial to be the very paradigm of pure some would say
useless mathematics in fact the chinese characters for mathematics are
number science mathematics is the queen of sciences and number theory is
the queen of mathematics according to carl friedrich gauss the lifelong
wunderkind who himself enjoyed the epithet princeps mathematicorum what
could be more beautiful than a deep satisfying relation between whole
numbers one is almost tempted to call them wholesome numbers in fact it is
hard to come up with a more appropriate designation than their learned
name the integers meaning the untouched ones how high they rank in the
realms of pure thought and aesthetics above their lesser brethren the real
and complex number whose first names virtually exude unsavory involvement
with the complex realities of everyday life yet as we shall see in this
book the theory of integers can provide totally unexpected answers to real
world problems in fact discrete mathematics is taking on an ever more
important role if nothing else the advent of the digital computer and
digital communication has seen to that but even earlier in physics the
emergence of quantum mechanics and discrete elementary particles put a
premium on the methods and indeed the spirit of discrete mathematics these are the proceedings of the conference on coding theory cryptography and number theory held at the u s naval academy during october 25 26 1998 this book concerns elementary and advanced aspects of coding theory and cryptography the coding theory contributions deal mostly with algebraic coding theory some of these papers are expository whereas others are the result of original research the emphasis is on geometric goppa codes shokrollahi shokranian joyner but there is also a paper on codes arising from combinatorial constructions michael there are both historical and mathematical papers on cryptography several of the contributions on cryptography describe the work done by the british and their allies during world war ii to crack the german and japanese ciphers hamer hilton tutte weierud urling some mathematical aspects of the enigma rotor machine sherman and more recent research on quantum cryptography lomonoco are described there are two papers concerned with the rsa cryptosystem and related number theoretic issues wardlaw cosgrave this text presents a careful introduction to methods of cryptology and error correction in wide use throughout the world and the concepts of abstract algebra and number theory that are essential for understanding these methods the objective is to provide a thorough understanding of rsa diffie hellman and blum goldwasser cryptosystems and hamming and reed solomon error correction how they are constructed how they are made to work efficiently and also how they can be attacked to reach that level of understanding requires and motivates many ideas found in a first course in abstract algebra rings fields finite abelian groups basic theory of numbers computational number theory homomorphisms ideals and cosets those who complete this book will have gained a solid mathematical foundation for more specialized applied courses on cryptology or error correction and should also be well prepared both in concepts and in motivation to pursue more advanced study in algebra and number theory this text is suitable for classroom or online use or for independent study aimed at students in mathematics computer science and engineering the prerequisite includes one or two years of a standard calculus sequence ideally the reader will also take a concurrent course in linear algebra or elementary matrix theory a solutions manual for the 400 exercises in the book is available to instructors who adopt the text for their course examines the relationship between three different areas of mathematics and theoretical computer science combinatorial group theory cryptography and complexity theory it explores how non commutative infinite groups can be used in public key cryptography it also shows that there is remarkable feedback from cryptography to combinatorial group theory because some of the problems motivated by cryptography appear to be new to group theory this volume consists of contributions by speakers at the ams special session on combinatorial and statistical group theory held at new york university readers will find a variety of contributions including survey papers on applications of group theory in cryptography research papers on various aspects of statistical group theory and papers on more traditional combinatorial group theory the book is suitable for graduate students and research mathematicians interested in group theory and its applications to cryptography this book provides a comprehensive introduction to advanced topics in the
computational and algorithmic aspects of number theory focusing on applications in cryptography readers will learn to develop fast algorithms including quantum algorithms to solve various classic and modern number theoretic problems key problems include prime number generation primality testing integer factorization discrete logarithms elliptic curve arithmetic conjecture and numerical verification the author discusses quantum algorithms for solving the integer factorization problem \( \text{ifp} \) the discrete logarithm problem \( \text{dlp} \) and the elliptic curve discrete logarithm problem \( \text{ecdlp} \) and for attacking \( \text{ifp} \), \( \text{dlp} \), and \( \text{ecdlp} \) based cryptographic systems chapters also cover various other quantum algorithms for \( \text{pell} \) s equation principal ideal group class group gauss sums prime counting function \( \text{riemann s hypothesis} \) and the \( \text{bsd conjecture} \) quantum computational number theory is self contained and intended to be used either as a graduate text in computing communications and mathematics or as a basic reference in the related fields number theorists cryptographers and professionals working in quantum computing cryptography and network security will find this book a valuable asset a highly successful presentation of the fundamental concepts of number theory and computer programming bridging an existing gap between mathematics and programming elementary number theory with programming provides a unique introduction to elementary number theory with fundamental coverage of computer programming written by highly qualified experts in the fields of computer science and mathematics the book features accessible coverage for readers with various levels of experience and explores number theory in the context of programming without relying on advanced prerequisite knowledge and concepts in either area elementary number theory with programming features comprehensive coverage of the methodology and applications of the most well known theorems problems and concepts in number theory using standard mathematical applications within the programming field the book presents modular arithmetic and prime decomposition which are the basis of the public private key system of cryptography in addition the book includes numerous examples exercises and research challenges in each chapter to encourage readers to work through the discussed concepts and ideas select solutions to the chapter exercises in an appendix plentiful sample computer programs to aid comprehension of the presented material for readers who have either never done any programming or need to improve their existing skill set a related website with links to select exercises an instructor s solutions manual available on a companion website elementary number theory with programming is a useful textbook for undergraduate and graduate level students majoring in mathematics or computer science as well as an excellent supplement for teachers and students who would like to better understand and appreciate number theory and computer programming the book is also an ideal reference for computer scientists programmers and researchers interested in the mathematical applications of programming continuing a bestselling tradition an introduction to cryptography second edition provides a solid foundation in cryptographic concepts that features all of the requisite background material on number theory and algorithmic complexity as well as a historical look at the field with numerous additions and restructured material this edition the series is aimed specifically at publishing peer
reviewed reviews and contributions presented at workshops and conferences each volume is associated with a particular conference symposium or workshop these events cover various topics within pure and applied mathematics and provide up to date coverage of new developments methods and applications

**A Course in Number Theory and Cryptography 2012-12-06**

the purpose of this book is to introduce the reader to arithmetic topics both ancient and modern that have been at the center of interest in applications of number theory particularly in cryptography because number theory and cryptography are fast moving fields this new edition contains substantial revisions and updated references

**Number Theory and Cryptography 1990-04-19**

papers presented by prominent contributors at a workshop on number theory and cryptography and the annual meeting of the australian mathematical society

**Cryptographic Applications of Analytic Number Theory 2013-03-07**

the book introduces new techniques that imply rigorous lower bounds on the complexity of some number theoretic and cryptographic problems it also establishes certain attractive pseudorandom properties of various cryptographic primitives these methods and techniques are based on bounds of character sums and numbers of solutions of some polynomial equations over finite fields and residue rings other number theoretic techniques such as sieve methods and lattice reduction algorithms are used as well the book also contains a number of open problems and proposals for further research the emphasis is on obtaining unconditional rigorously proved statements the bright side of this approach is that the results do not depend on any assumptions or conjectures on the downside the results are much weaker than those which are widely believed to be true we obtain several lower bounds exponential in terms of log p on the degrees and orders of polynomials o algebraic functions o boolean functions o linear recurrence sequences coinciding with values of the discrete logarithm modulo a prime p at sufficiently many points the number of points can be as small as \( \pi^2 \) o these functions are considered over the residue ring modulo \( p \) and over the residue ring modulo an arbitrary divisor \( d \) of \( p - 1 \) the case of \( d = 2 \) is of special interest since it corresponds to the representation of the rightmost bit of the discrete logarithm and defines whether the argument is a quadratic residue

**An Introduction to Number Theory with Cryptography 2018-01-29**

building on the success of the first edition an introduction to number theory with cryptography second edition increases coverage of the popular and important topic of cryptography integrating it with traditional topics in number theory the authors have written the text in an engaging style to
reflect number theory's increasing popularity the book is designed to be used by sophomore junior and senior undergraduates but it is also accessible to advanced high school students and is appropriate for independent study it includes a few more advanced topics for students who wish to explore beyond the traditional curriculum features of the second edition include over 800 exercises projects and computer explorations increased coverage of cryptography including vigenere stream transposition and block ciphers along with rsa and discrete log based systems check your understanding questions for instant feedback to students new appendices on what is a proof and on matrices select basic pre rsa cryptography now placed in an earlier chapter so that the topic can be covered right after the basic material on congruences answers and hints for odd numbered problems about the authors jim kraft received his ph d from the university of maryland in 1987 and has published several research papers in algebraic number theory his previous teaching positions include the university of rochester st mary s college of california and ithaca college and he has also worked in communications security dr kraft currently teaches mathematics at the gilman school larry washington received his ph d from princeton university in 1974 and has published extensively in number theory including books on cryptography with wade trappe cyclotomic fields and elliptic curves dr washington is currently professor of mathematics and distinguished scholar teacher at the university of maryland

An Introduction to Number Theory with Cryptography 2016-04-19

number theory has a rich history for many years it was one of the purest areas of pure mathematics studied because of the intellectual fascination with properties of integers more recently it has been an area that also has important applications to subjects such as cryptography an introduction to number theory with cryptography presents number

Cryptology and Computational Number Theory 1990

in the past dozen or so years cryptology and computational number theory have become increasingly intertwined because the primary cryptologic application of number theory is the apparent intractability of certain computations these two fields could part in the future and again go their separate ways but for now their union is continuing to bring ferment and rapid change in both subjects this book contains the proceedings of an ams short course in cryptology and computational number theory held in august 1989 during the joint mathematics meetings in boulder colorado these eight papers by six of the top experts in the field will provide readers with a thorough introduction to some of the principal advances in cryptology and computational number theory over the past fifteen years in addition to an extensive introductory article the book contains articles on primality testing discrete logarithms integer factoring knapsack cryptosystems pseudorandom number generators the theoretical underpinnings of cryptology and other number theory based cryptosystems requiring only background in elementary number theory this book is aimed at nonexperts including graduate students and advanced undergraduates in mathematics and computer science

Computational Number Theory and Modern Cryptography 2012-11-28

the only book to provide a unified view of the interplay between computational number theory and
cryptography computational number theory and modern cryptography are two of the most important and fundamental research fields in information security in this book song y yang combines knowledge of these two critical fields providing a unified view of the relationships between computational number theory and cryptography the author takes an innovative approach presenting mathematical ideas first thereupon treating cryptography as an immediate application of the mathematical concepts the book also presents topics from number theory which are relevant for applications in public key cryptography as well as modern topics such as coding and lattice based cryptography for post quantum cryptography the author further covers the current research and applications for common cryptographic algorithms describing the mathematical problems behind these applications in a manner accessible to computer scientists and engineers makes mathematical problems accessible to computer scientists and engineers by showing their immediate application presents topics from number theory relevant for public key cryptography applications covers modern topics such as coding and lattice based cryptography for post quantum cryptography starts with the basics then goes into applications and areas of active research geared at a global audience classroom tested in north america europe and asia incudes exercises in every chapter instructor resources available on the book s companion website computational number theory and modern cryptography is ideal for graduate and advanced undergraduate students in computer science communications engineering cryptography and mathematics computer scientists practicing cryptographers and other professionals involved in various security schemes will also find this book to be a helpful reference

**Number Theory for Computing 2013-03-09**

taking readers from elementary number theory via algorithmic to applied number theory in computer science this text introduces basic concepts results and methods before going on to discuss their applications in the design of hardware and software cryptography and security aimed at undergraduates in computing and information technology and presupposing only high school math this book will also interest mathematics students concerned with applications xxxxxxx neuer text this is an essential introduction to number theory for computer scientists it treats three areas elementary algorithmic and applied number theory in a unified and accessible manner it introduces basic concepts and methods and discusses their applications to the design of hardware software cryptography and information security aimed at computer scientists electrical engineers and students the presentation presupposes only an understanding of high school math

**Elliptic Curves 2008-04-03**

like its bestselling predecessor elliptic curves number theory and cryptography second edition develops the theory of elliptic curves to provide a basis for both number theoretic and cryptographic applications with additional exercises this edition offers more comprehensive coverage of the fundamental theory techniques and application

**Number Theory in Science and Communication 2008-11-06**

number theory in science and communication is a well known introduction for non mathematicians
to this fascinating and useful branch of applied mathematics it stresses intuitive understanding rather than abstract theory and highlights important concepts such as continued fractions the golden ratio quadratic residues and chinese remainders trapdoor functions pseudo primes and primitive elements their applications to problems in the real world are one of the main themes of the book this revised fifth edition is augmented by recent advances in coding theory permutations and derangements and a chapter in quantum cryptography from reviews of earlier editions i continue to find schroeder s number theory a goldmine of valuable information it is a marvelous book in touch with the most recent applications of number theory and written with great clarity and humor philip morrison scientific american a light hearted and readable volume with a wide range of applications to which the author has been a productive contributor useful mathematics outside the formalities of theorem and proof martin gardner

Elliptic Curves 2003-05-28

elliptic curves have played an increasingly important role in number theory and related fields over the last several decades most notably in areas such as cryptography factorization and the proof of fermat s last theorem however most books on the subject assume a rather high level of mathematical sophistication and few are truly accessible to

Number Theory in Science and Communication 2013-03-09

beauty is the first test there is no permanent place in the world for ugly mathematics g h hardy n umber theory has been considered since time immemorial to be the very paradigm of pure some would say useless mathematics in fact the chinese characters for mathematics are number science mathematics is the queen of sciences and number theory is the queen of mathematics according to carl friedrich gauss the lifelong wunderkind who hirnself enjoyed the epithet princeps mathematicorum what could be more beautiful than a deep satisfying relation between whole numbers one is almost tempted to call them wholesome numbersj in fact it is hard to come up with a more appropriate designation than their learned name the integers meaning the untouched ones how high they rank in the realms of pure thought and aesthetics above their lesser brethren the real and complex number whose first names virtually exude unsavory involvement with the complex realities of everyday life yet as we shall see in this book the theory of integers can provide totally unexpected answers to real world problems in fact discrete mathematics is ta king on an ever more important role if nothing else the advent of the digital computer and digital communication has seen to that but even earlier in physics the emergence of quantum mechanics and discrete elementary particles put a premium on the methods and indeed the spirit of discrete mathematics

Cryptography and Computational Number Theory 2013-03-07

this volume contains the refereed proceedings of the workshop on cryptography and computational number theory ccnt 99 which has been held in singapore during the week of november 22 26 1999 the workshop was organized by the centre for systems security of the na tional university of singapore we gratefully acknowledge the financial support from the singapore national science and technology board under the grant num ber rp960668 m the idea for this workshop grew out of the
recognition of the recent rapid development in various areas of cryptography and computational number theory, the event followed the concept of the research programs at such well known research institutions as the newton institute UK, oberwolfach, Germany, and Luminy, France. Accordingly, there were only invited lectures at the workshop with plenty of time for informal discussions. It was hoped and successfully achieved that the meeting would encourage and stimulate further research in information and computer security as well as in the design and implementation of number theoretic cryptosystems and other related areas. Another goal of the meeting was to stimulate collaboration and more active interaction between mathematicians, computer scientists, practical cryptographers, and engineers in academia, industry, and government.

The Mathematics of Ciphers 1999-01-15

This book is an introduction to the algorithmic aspects of number theory and its applications to cryptography with special emphasis on the RSA cryptosystem. It covers many of the familiar topics of elementary number theory, all with an algorithmic twist. The text also includes many interesting historical notes.

Cryptanalysis of Number Theoretic Ciphers 2019-08-22

At the heart of modern cryptographic algorithms lies computational number theory. Whether you're encrypting or decrypting ciphers, a solid background in number theory is essential for success. Written by a number theorist and practicing cryptographer, cryptanalysis of number theoretic ciphers takes you from basic number theory to the inner workings of ciphers and protocols. First, the book provides the mathematical background needed in cryptography as well as definitions and simple examples from cryptography. It includes summaries of elementary number theory and group theory as well as common methods of finding or constructing large random primes, factoring large integers, and computing discrete logarithms. Next, it describes a selection of cryptographic algorithms most of which use number theory. Finally, the book presents methods of attack on the cryptographic algorithms and assesses their effectiveness for each attack method. The author lists the systems it applies to and tells how they may be broken with it. Computational number theorists are some of the most successful cryptanalysts against public key systems. Cryptanalysis of number theoretic ciphers builds a solid foundation in number theory and shows you how to apply it not only when breaking ciphers but also when designing ones that are difficult to break.

Algorithmic Number Theory 2008-10-20

An introduction to number theory for beginning graduate students with articles by the leading experts in the field.

Number Theory in Science and Communication 2006-01-06
Prime Numbers and Computer Methods for Factorization 2011-11-22

from the original hard cover edition in the modern age of almost universal computer usage practically every individual in a technologically developed society has routine access to the most up to date cryptographic technology that exists the so called rsa public key cryptosystem a major component of this system is the factorization of large numbers into their primes thus an ancient number theory concept now plays a crucial role in communication among millions of people who may have little or no knowledge of even elementary mathematics hans riesel s highly successful first edition of this book has now been enlarged and updated with the goal of satisfying the needs of researchers students practitioners of cryptography and non scientific readers with a mathematical inclination it includes important advances in computational prime number theory and in factorization as well as re computed and enlarged tables accompanied by new tables reflecting current research by both the author and his coworkers and by independent researchers the book treats four fundamental problems the number of primes below a given limit the approximate number of primes the recognition of primes and the factorization of large numbers the author provides explicit algorithms and computer programs and has attempted to discuss as many of the classically important results as possible as well as the most recent discoveries the programs include are written in pascal to allow readers to translate the programs into the language of their own computers the independent structure of each chapter of the book makes it highly readable for a wide variety of mathematicians students of applied number theory and others interested in both study and research in number theory and cryptography

Computational Number Theory 2013-03-18

developed from the author s popular graduate level course computational number theory presents a complete treatment of number theoretic algorithms avoiding advanced algebra this self contained text is designed for advanced undergraduate and beginning graduate students in engineering it is also suitable for researchers new to the field and practitioners of cryptography in industry requiring no prior experience with number theory or sophisticated algebraic tools the book covers many computational aspects of number theory and highlights important and interesting engineering applications it first builds the foundation of computational number theory by covering the arithmetic of integers and polynomials at a very basic level it then discusses elliptic curves primality testing algorithms for integer factorization computing discrete logarithms and methods for sparse linear systems the text also shows how number theoretic tools are used in cryptography and cryptanalysis a dedicated chapter on the application of number theory in public key cryptography incorporates recent developments in pairing based cryptography with an emphasis on implementation issues the book uses the freely available number theory calculator gp pari to demonstrate complex arithmetic computations the text includes numerous examples and exercises throughout and omits lengthy proofs making the material accessible to students and practitioners
Number Theory Toward RSA Cryptography 2017-10-19

This book covers the material from a gentle introduction to concepts in number theory building up the necessary content to understand the fundamentals of RSA cryptography. It encompasses the material the author usually teaches over 10 lectures in his undergraduate discrete mathematics class. The book is fantastic for students and instructors who prefer an intuitive approach to theorem development in elementary number theory. It is also suitable for individuals who want to understand all the mathematics leading up to and including RSA cryptography.

Elementary Number Theory, Cryptography and Codes 2008-11-28

In this volume, one finds basic techniques from algebra and number theory, e.g., congruences, unique factorization domains, finite fields, quadratic residues, primality tests, continued fractions, etc., which in recent years have proven to be extremely useful for applications to cryptography and coding theory. Both cryptography and codes have crucial applications in our daily lives and they are described here while the complexity problems that arise in implementing the related numerical algorithms are also taken into due account. Cryptography has been developed in great detail, both in its classical and more recent aspects, in particular public key cryptography. It is extensively discussed. The use of algebraic geometry, specifically of elliptic curves over finite fields, is illustrated and a final chapter is devoted to quantum cryptography, which is the new frontier of the field. Coding theory is not discussed in full; however, a chapter sufficient for a good introduction to the subject has been devoted to linear codes. Each chapter ends with several complements and with an extensive list of exercises. The solutions to most of which are included in the last chapter. Though the book contains advanced material such as cryptography on elliptic curves, Goppa codes, and the recent AKS polynomial primality test, the authors' objective has been to keep the exposition as self-contained and elementary as possible. Therefore, the book will be useful to students and researchers both in theoretical, e.g., mathematicians, and in applied sciences, e.g., physicists, computer scientists, etc. Seeking a friendly introduction to the important subjects treated here, the book will also be useful for teachers who intend to give courses on these topics.

Algorithmic Number Theory 2004-06

This book constitutes the refereed proceedings of the 6th International Algorithmic Number Theory Symposium, ANTS 2004, held in Burlington, VT, USA, in June 2004. The 30 revised full papers presented together with 3 invited papers were carefully reviewed and selected for inclusion in the book. Among the topics addressed are zeta functions, elliptic curves, hyperelliptic curves, gcd algorithms, number field computations, complexity, primality testing, elliptic curves, hyperelliptic curves, GCD algorithms, number field computations, complexity, primality testing, Weil and Tate pairings, cryptographic algorithms, function field sieve, algebraic function field mapping, quartic fields, cubic number fields, lattices, discrete logarithms, and public key cryptosystems.

Number-Theoretic Algorithms in Cryptography 2007

Algorithmic number theory is a rapidly developing branch of number theory which in addition to its
mathematical importance has substantial applications in computer science and cryptography among
the algorithms used in cryptography the following are especially important algorithms for primality
testing factorization algorithms for integers and for polynomials in one variable applications of the
theory of elliptic curves algorithms for computation of discrete logarithms algorithms for solving
linear equations over finite fields and algorithms for performing arithmetic operations on large
integers the book describes the current state of these and some other algorithms it also contains
extensive bibliography for this english translation additional references were prepared and
commented on by the author

Stream Ciphers and Number Theory 1998-04-20

this book is almost entirely concerned with stream ciphers concentrating on a particular
mathematical model for such ciphers which are called additive natural stream ciphers these ciphers
use a natural sequence generator to produce a periodic keystream full definitions of these concepts
are given in chapter 2 this book focuses on keystream sequences which can be analysed using
number theory it turns out that a great deal of information can be deducted about the cryptographic
properties of many classes of sequences by applying the terminology and theorems of number
theory these connections can be explicitly made by describing three kinds of bridges between
stream ciphering problems and number theory problems a detailed summary of these ideas is given
in the introductory chapter 1 many results in the book are new and over seventy percent of these
results described in this book are based on recent research results

Introduction to Number Theory 2015-11-18

introduction to number theory is a classroom tested student friendly text that covers a diverse array
of number theory topics from the ancient euclidean algorithm for finding the greatest common divisor
of two integers to recent developments such as cryptography the theory of elliptic curves and the
negative solution of hilbert’s tenth problem

Algorithmic Number Theory 2010-07-08

this book constitutes the refereed proceedings of the 9th international algorithmic number theory
symposium ants 2010 held in nancy france in july 2010 the 25 revised full papers presented
together with 5 invited papers were carefully reviewed and selected for inclusion in the book the
papers are devoted to algorithmic aspects of number theory including elementary number theory
algebraic number theory analytic number theory geometry of numbers algebraic geometry finite
fields and cryptography

Topics in Geometry, Coding Theory and Cryptography 2006-11-15

the theory of algebraic function fields over finite fields has its origins in number theory however after
goppa's discovery of algebraic geometry codes around 1980 many applications of function fields were found in different areas of mathematics and information theory this book presents survey articles on some of these new developments the topics focus on material which has not yet been presented in other books or survey articles

Applied Number Theory 2015-09-01

this textbook effectively builds a bridge from basic number theory to recent advances in applied number theory it presents the first unified account of the four major areas of application where number theory plays a fundamental role namely cryptography coding theory quasi monte carlo methods and pseudorandom number generation allowing the authors to delineate the manifold links and interrelations between these areas number theory which carl friedrich gauss famously dubbed the queen of mathematics has always been considered a very beautiful field of mathematics producing lovely results and elegant proofs while only very few real life applications were known in the past today number theory can be found in everyday life in supermarket bar code scanners in our cars gps systems in online banking etc starting with a brief introductory course on number theory in chapter 1 which makes the book more accessible for undergraduates the authors describe the four main application areas in chapters 2 5 and offer a glimpse of advanced results that are presented without proofs and require more advanced mathematical skills in the last chapter they review several further applications of number theory ranging from check digit systems to quantum computation and the organization of raster graphics memory upper level undergraduates graduates and researchers in the field of number theory will find this book to be a valuable resource

Number Theory and Applications 2009-06-15

this collection of articles contains the proceedings of the two international conferences on number theory and cryptography held at the harish chandra research institute in recent years the interest in number theory has increased due to its applications in areas like error correcting codes and cryptography these proceedings contain papers in various areas of number theory such as combinatorial algebraic analytic and transcendental aspects arithmetic algebraic geometry as well as graph theory and cryptography while some papers do contain new results several of the papers are expository articles that mention open questions which will be useful to young researchers

Algorithmic Number Theory 2003-08-02

this book constitutes the refereed proceedings of the 5th international algorithmic number theory symposium ants v held in sydney australia in july 2002 the 34 revised full papers presented together with 5 invited papers have gone through a thorough round of reviewing selection and revision the papers are organized in topical sections on number theory arithmetic geometry elliptic curves and cm point counting cryptography function fields discrete logarithms and factoring groebner bases and complexity
beauty is the first test there is no permanent place in the world for ugly mathematics g h hardy
number theory has been considered since time immemorial to be the very paradigm of pure some
would say useless mathematics in fact the chinese characters for mathematics are number science
mathematics is the queen of sciences and number theory is the queen of mathematics according to
carl friedrich gauss the lifelong wunderkind who himself enjoyed the epithet princeps
mathematicorum what could be more beautiful than a deep satisfying relation between whole
numbers one is almost tempted to call them wholesome numbers in fact it is hard to come up with a
more appropriate designation than their learned name the integers meaning the untouched ones
how high they rank in the realms of pure thought and aesthetics above their lesser brethren the real
and complex number whose first names virtually exude unsavory involvement with the complex
realities of everyday life yet as we shall see in this book the theory of integers can provide totally
unexpected answers to real world problems in fact discrete mathematics is taking on an ever more
important role if nothing else the advent of the digital computer and digital communication has seen
to that but even earlier in physics the emergence of quantum mechanics and discrete elementary
particles put a premium on the methods and indeed the spirit of discrete mathematics

Coding Theory and Cryptography 2012-12-06

these are the proceedings of the conference on coding theory cryptography and number theory held
at the u s naval academy during october 25 26 1998 this book concerns elementary and advanced
aspects of coding theory and cryptography the coding theory contributions deal mostly with
algebraic coding theory some of these papers are expository whereas others are the result of
original research the emphasis is on geometric goppa codes shokrollahi shokranian joyner but there
is also a paper on codes arising from combinatorial constructions michael there are both historical
and mathematical papers on cryptography several of the contributions on cryptography describe the
work done by the british and their allies during world war ii to crack the german and japanese
ciphers hamer hilton tutte weierud urling some mathematical aspects of the enigma rotor machine
sherman and more recent research on quantum cryptography lomonoco are described there are two
papers concerned with the rsa cryptosystem and related number theoretic issues wardlaw cosgrave

Cryptology and Error Correction 2019-04-18

this text presents a careful introduction to methods of cryptology and error correction in wide use
throughout the world and the concepts of abstract algebra and number theory that are essential for
understanding these methods the objective is to provide a thorough understanding of rsa diffie
hellman and blum goldwasser cryptosystems and hamming and reed solomon error correction how
they are constructed how they are made to work efficiently and also how they can be attacked to
reach that level of understanding requires and motivates many ideas found in a first course in
abstract algebra rings fields finite abelian groups basic theory of numbers computational number
theory homomorphisms ideals and cosets those who complete this book will have gained a solid
mathematical foundation for more specialized applied courses on cryptology or error correction and
should also be well prepared both in concepts and in motivation to pursue more advanced study in
algebra and number theory this text is suitable for classroom or online use or for independent study
aimed at students in mathematics computer science and engineering the prerequisite includes one or two years of a standard calculus sequence ideally the reader will also take a concurrent course in linear algebra or elementary matrix theory a solutions manual for the 400 exercises in the book is available to instructors who adopt the text for their course

Non-commutative Cryptography and Complexity of Group-theoretic Problems 2011

examines the relationship between three different areas of mathematics and theoretical computer science combinatorial group theory cryptography and complexity theory it explores how non commutative infinite groups can be used in public key cryptography it also shows that there is remarkable feedback from cryptography to combinatorial group theory because some of the problems motivated by cryptography appear to be new to group theory

Group Theory, Statistics, and Cryptography 2004-10-14

this volume consists of contributions by speakers at the ams special session on combinatorial and statistical group theory held at new york university readers will find a variety of contributions including survey papers on applications of group theory in cryptography research papers on various aspects of statistical group theory and papers on more traditional combinatorial group theory the book is suitable for graduate students and research mathematicians interested in group theory and its applications to cryptography

Quantum Computational Number Theory 2015-12-26

this book provides a comprehensive introduction to advanced topics in the computational and algorithmic aspects of number theory focusing on applications in cryptography readers will learn to develop fast algorithms including quantum algorithms to solve various classic and modern number theoretic problems key problems include prime number generation primality testing integer factorization discrete logarithms elliptic curve arithmetic conjecture and numerical verification the author discusses quantum algorithms for solving the integer factorization problem ifp the discrete logarithm problem dlp and the elliptic curve discrete logarithm problem ecdlp and for attacking ifp dlp and ecdlp based cryptographic systems chapters also cover various other quantum algorithms for pell s equation principal ideal unit group class group gauss sums prime counting function riemann s hypothesis and the bsd conjecture quantum computational number theory is self contained and intended to be used either as a graduate text in computing communications and mathematics or as a basic reference in the related fields number theorists cryptographers and professionals working in quantum computing cryptography and network security will find this book a valuable asset

Arithmetic, Geometry, Cryptography and Coding Theory 2015-06-02
a highly successful presentation of the fundamental concepts of number theory and computer programming bridging an existing gap between mathematics and programming elementary number theory with programming provides a unique introduction to elementary number theory with fundamental coverage of computer programming written by highly qualified experts in the fields of computer science and mathematics the book features accessible coverage for readers with various levels of experience and explores number theory in the context of programming without relying on advanced prerequisite knowledge and concepts in either area elementary number theory with programming features comprehensive coverage of the methodology and applications of the most well known theorems problems and concepts in number theory using standard mathematical applications within the programming field the book presents modular arithmetic and prime decomposition which are the basis of the public private key system of cryptography in addition the book includes numerous examples exercises and research challenges in each chapter to encourage readers to work through the discussed concepts and ideas select solutions to the chapter exercises in an appendix plentiful sample computer programs to aid comprehension of the presented material for readers who have either never done any programming or need to improve their existing skill set a related website with links to select exercises an instructor s solutions manual available on a companion website elementary number theory with programming is a useful textbook for undergraduate and graduate level students majoring in mathematics or computer science as well as an excellent supplement for teachers and students who would like to better understand and appreciate number theory and computer programming the book is also an ideal reference for computer scientists programmers and researchers interested in the mathematical applications of programming

Elementary Number Theory with Programming 2006-09-18

continuing a bestselling tradition an introduction to cryptography second edition provides a solid foundation in cryptographic concepts that features all of the requisite background material on number theory and algorithmic complexity as well as a historical look at the field with numerous additions and restructured material this edition

An Introduction to Cryptography 2001

the series is aimed specifically at publishing peer reviewed reviews and contributions presented at workshops and conferences each volume is associated with a particular conference symposium or workshop these events cover various topics within pure and applied mathematics and provide up to date coverage of new developments methods and applications

Public-key Cryptography and Computational Number Theory
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